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Empowering Organizations to Navigate

the AI Frontier with Trust and Security
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o IT Managers & Security Officers (CISO/ISO)

o Compliance & Risk Management Professionals

o Data Privacy Officers (DPO)

o Al Project Managers & Solution Architects
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Domain 1: AI Governance and Risk Management

o anunlalu Al Ecosystem wazdssianuasiuiea (LLM, RAG, way Machine Learning)
o NMsAUUAUTEUNELALEIsUNALNA Al (Al Policy & Ethics) TvidaamaadduuinsgiusIna
e AszunuMsUsTiuaNuL&aestu Al (Al Risk Assessment Framework) iasdnssiaotndey

Domain 2: Securing the AI Lifecycle

e M3IANsAayaunay Data Privacy Tunszuiunns Training way Inference

o aflansilaviunisTandsduuulni vdu Prompt Injection, Data Poisoning way Model
Inversion

e wIMINIINEIANUAL (Confidentiality) wazaugneiag (Integrity) vasiuiaa Al

Domain 3: AI Compliance and Incident Response

o dliaangssidaunazunasgrusdrfay (vidu EU Al Act, NIST AI RMF)
o MsaTUNUTUSiaansalfininé (Al Incident Response Plan)

e WWIMNVAIATIAFAU (Al Auditing) iamnuilselauasamagan'le
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